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under the jurisdiction of the Department of 
Defense.’’. 

(b) AUTHORITY FOR DEFENSE ENVIRON-
MENTAL RESTORATION PROGRAM.—Section 
2701(a)(1) of such title is amended, in the 
first sentence, by inserting ‘‘and at State- 
owned National Guard facilities’’ before the 
period. 

(c) RESPONSIBILITY FOR RESPONSE AC-
TIONS.—Section 2701(c)(1) of such title is 
amended by adding at the end the following 
new subparagraph: 

‘‘(D) Each State-owned National Guard fa-
cility currently being used for training the 
National Guard pursuant to chapter 5 of title 
32.’’. 

SA 4271. Mr. REED (for himself and 
Mr. INHOFE) submitted an amendment 
intended to be proposed to amendment 
SA 3867 submitted by Mr. REED and in-
tended to be proposed to the bill H.R. 
4350, to authorize appropriations for 
fiscal year 2022 for military activities 
of the Department of Defense, for mili-
tary construction, and for defense ac-
tivities of the Department of Energy, 
to prescribe military personnel 
strengths for such fiscal year, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

At the end of subtitle B of title VII, insert 
the following: 
SEC. 728. ASSIGNMENT OF MEDICAL AND DENTAL 

PERSONNEL OF THE MILITARY DE-
PARTMENTS TO MILITARY MEDICAL 
TREATMENT FACILITIES. 

(a) IN GENERAL.—The Secretaries of the 
military departments shall ensure that the 
Surgeons General of the Armed Forces carry 
out fully the requirements of section 
712(b)(3) of the John S. McCain National De-
fense Authorization Act for Fiscal Year 2019 
(Public Law 115–232; 10 U.S.C. 1073c note) by 
not later than September 30, 2022. 

(b) ASSIGNMENTS TO MILITARY MEDICAL 
TREATMENT FACILITIES.—For purposes of car-
rying out fully the requirements of section 
712(b)(3) of the John S. McCain National De-
fense Authorization Act for Fiscal Year 2019, 
as required by subsection (a), assignment of 
uniformed medical and dental personnel to a 
military medical treatment facility pursu-
ant to such section may be accomplished by 
the assignment of such personnel to an orga-
nizational unit of the military department 
concerned under a service manpower docu-
ment with allocation against a manpower re-
quirement on a Defense Health Agency man-
power document of a military medical treat-
ment facility with duty at the military med-
ical treatment facility. 

(c) ADDITIONAL REQUIREMENT FOR WALTER 
REED NATIONAL MILITARY MEDICAL CENTER.— 

(1) ASSIGNMENT OF MILITARY PERSONNEL.— 
For fiscal years 2023 through 2027, except as 
provided in paragraph (2), the Secretary of 
Defense shall ensure that the Secretaries of 
the military departments assign to the Wal-
ter Reed National Military Medical Center 
sufficient military personnel to meet not 
less than 85 percent of the joint table of dis-
tribution in effect for such facility on De-
cember 23, 2016. 

(2) EXCEPTION.—Paragraph (1) shall not 
apply to any fiscal year for which the Sec-
retary of Defense certifies at the beginning 
of such fiscal year to the Committees on 
Armed Services of the Senate and the House 
of Representatives that notwithstanding the 
failure to meet the requirement under such 
paragraph, the Walter Reed National Mili-
tary Medical Center is fully capable of car-
rying out all significant activities as the pre-
mier medical center of the military health 
system. 

(d) REPORTS.— 
(1) IN GENERAL.—Not later than September 

30, 2022, each Secretary of a military depart-
ment shall submit to the Committees on 
Armed Services of the Senate and the House 
of Representatives a report on the compli-
ance of the military department concerned 
with this section. 

(2) ELEMENTS.— 
(A) IN GENERAL.—Each report required by 

paragraph (1) shall include— 
(i) an accounting of the number of uni-

formed personnel and civilian personnel as-
signed to a military medical treatment facil-
ity as of October 1, 2019; and 

(ii) a comparable accounting as of Sep-
tember 30, 2022. 

(B) EXPLANATION.—If the number specified 
in clause (ii) of subparagraph (A) is less than 
the number specified in clause (i) of such 
subparagraph, the Secretary concerned shall 
provide a full explanation for the reduction. 

SA 4272. Mr. OSSOFF submitted an 
amendment intended to be proposed to 
amendment SA 3867 submitted by Mr. 
REED and intended to be proposed to 
the bill H.R. 4350, to authorize appro-
priations for fiscal year 2022 for mili-
tary activities of the Department of 
Defense, for military construction, and 
for defense activities of the Depart-
ment of Energy, to prescribe military 
personnel strengths for such fiscal 
year, and for other purposes; which was 
ordered to lie on the table; as follows: 

At the end of subtitle F of title X, add the 
following: 
SEC. 1054. BRIEFING ON GEOGRAPHIC EXPAN-

SION OF DEFENSE INNOVATION 
UNIT ACTIVITIES. 

Not later than one year after enactment of 
this Act, the Secretary of Defense shall pro-
vide a briefing to Congress on courses of ac-
tion to expand the geographic reach of De-
fense Innovation Unit activities to new or 
underserved regions, with particular empha-
sis on— 

(1) access to partnership opportunities at 
institutions of higher education that con-
duct relevant Federally funded research; 

(2) access to a relevant private commercial 
sector; and 

(3) proximity to major Department of De-
fense installations and relevant activities. 

SA 4273. Mr. OSSOFF (for himself, 
Mr. TILLIS, Mr. SCOTT of South Caro-
lina, Mr. KING, Ms. CORTEZ MASTO, Mr. 
KELLY, and Mr. ROUNDS) submitted an 
amendment intended to be proposed to 
amendment SA 3867 submitted by Mr. 
REED and intended to be proposed to 
the bill H.R. 4350, to authorize appro-
priations for fiscal year 2022 for mili-
tary activities of the Department of 
Defense, for military construction, and 
for defense activities of the Depart-
ment of Energy, to prescribe military 
personnel strengths for such fiscal 
year, and for other purposes; which was 
ordered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. DR. DAVID SATCHER CYBERSECURITY 

EDUCATION GRANT PROGRAM. 
(a) DEFINITIONS.—In this section: 
(1) ENROLLMENT OF NEEDY STUDENTS.—The 

term ‘‘enrollment of needy students’’ has the 
meaning given the term in section 312(d) of 
the Higher Education Act of 1965 (20 U.S.C. 
1058(d)). 

(2) HISTORICALLY BLACK COLLEGE OR UNI-
VERSITY.—The term ‘‘historically Black col-

lege or university’’ has the meaning given 
the term ‘‘part B institution’’ as defined in 
section 322 of the Higher Education Act of 
1965 (20 U.S.C. 1061). 

(3) INSTITUTION OF HIGHER EDUCATION.—The 
term ‘‘institution of higher education’’ has 
the meaning given the term in section 101(a) 
of the Higher Education Act of 1965 (20 U.S.C. 
1001(a)). 

(4) MINORITY-SERVING INSTITUTION.—The 
term ‘‘minority-serving institution’’ means 
an institution listed in section 371(a) of the 
Higher Education Act of 1965 (20 U.S.C. 
1067q(a)). 

(5) SECRETARY.—The term ‘‘Secretary’’ 
means the Secretary of Homeland Security. 

(b) AUTHORIZATION OF GRANTS.— 
(1) IN GENERAL.—The Secretary shall— 
(A) award grants to assist institutions of 

higher education that have an enrollment of 
needy students, historically Black colleges 
and universities, and minority-serving insti-
tutions, to establish or expand cybersecurity 
programs, to build and upgrade institutional 
capacity to better support new or existing 
cybersecurity programs, including cyberse-
curity partnerships with public and private 
entities, and to support such institutions on 
the path to producing qualified entrants in 
the cybersecurity workforce or becoming a 
National Center of Academic Excellence in 
Cybersecurity; and 

(B) award grants to build capacity at insti-
tutions of higher education that have an en-
rollment of needy students, historically 
Black colleges and universities, and minor-
ity-serving institutions, to expand cyberse-
curity education opportunities, cybersecu-
rity technology and programs, cybersecurity 
research, and cybersecurity partnerships 
with public and private entities. 

(2) RESERVATION.—The Secretary shall 
award not less than 50 percent of the amount 
available for grants under this section to his-
torically Black colleges and universities and 
minority-serving institutions. 

(3) COORDINATION.—The Secretary shall 
carry out this section in coordination with 
the National Initiative for Cybersecurity 
Education at the National Institute of 
Standards and Technology. 

(4) SUNSET.—The Secretary’s authority to 
award grants under paragraph (1) shall ter-
minate on the date that is 5 years after the 
date the Secretary first awards a grant 
under paragraph (1). 

(5) AMOUNTS TO REMAIN AVAILABLE.—Not-
withstanding section 1552 of title 31, United 
States Code, or any other provision of law, 
funds available to the Secretary for obliga-
tion for a grant under this section shall re-
main available for expenditure for 100 days 
after the last day of the performance period 
of such grant. 

(c) APPLICATIONS.—An eligible institution 
seeking a grant under subsection (a) shall 
submit an application to the Secretary at 
such time, in such manner, and containing 
such information as the Secretary may rea-
sonably require, including a statement of 
how the institution will use the funds award-
ed through the grant to expand cybersecu-
rity education opportunities at the eligible 
institution. 

(d) ACTIVITIES.—An eligible institution 
that receives a grant under this section may 
use the funds awarded through such grant for 
increasing research, education, technical, 
partnership, and innovation capacity, includ-
ing for— 

(1) building and upgrading institutional ca-
pacity to better support new or existing cy-
bersecurity programs, including cybersecu-
rity partnerships with public and private en-
tities; 

(2) building and upgrading institutional ca-
pacity to provide hands-on research and 

VerDate Sep 11 2014 06:01 Nov 04, 2021 Jkt 029060 PO 00000 Frm 00071 Fmt 0624 Sfmt 0634 E:\CR\FM\A03NO6.068 S03NOPT1ct
el

li 
on

 D
S

K
11

Z
R

N
23

P
R

O
D

 w
ith

 S
E

N
A

T
E



CONGRESSIONAL RECORD — SENATES7758 November 3, 2021 
training experiences for undergraduate and 
graduate students; and 

(3) outreach and recruitment to ensure stu-
dents are aware of such new or existing cy-
bersecurity programs, including cybersecu-
rity partnerships with public and private en-
tities. 

(e) REPORTING REQUIREMENTS.—Not later 
than— 

(1) 1 year after the effective date of this 
section, as provided in subsection (g), and 
annually thereafter until the Secretary sub-
mits the report under paragraph (2), the Sec-
retary shall prepare and submit to Congress 
a report on the status and progress of imple-
mentation of the grant program under this 
section, including on the number and nature 
of institutions participating, the number and 
nature of students served by institutions re-
ceiving grants, the level of funding provided 
to grant recipients, the types of activities 
being funded by the grants program, and 
plans for future implementation and devel-
opment; and 

(2) 5 years after the effective date of this 
section, as provided in subsection (g), the 
Secretary shall prepare and submit to Con-
gress a report on the status of cybersecurity 
education programming and capacity-build-
ing at institutions receiving grants under 
this section, including changes in the scale 
and scope of these programs, associated fa-
cilities, or in accreditation status, and on 
the educational and employment outcomes 
of students participating in cybersecurity 
programs that have received support under 
this section. 

(f) PERFORMANCE METRICS.—The Secretary 
of Homeland Security shall establish per-
formance metrics for grants awarded under 
this section. 

(g) EFFECTIVE DATE.—This section shall 
take effect 1 year after the date of enact-
ment of this Act. 

SA 4274. Mr. OSSOFF submitted an 
amendment intended to be proposed to 
amendment SA 3867 submitted by Mr. 
REED and intended to be proposed to 
the bill H.R. 4350, to authorize appro-
priations for fiscal year 2022 for mili-
tary activities of the Department of 
Defense, for military construction, and 
for defense activities of the Depart-
ment of Energy, to prescribe military 
personnel strengths for such fiscal 
year, and for other purposes; which was 
ordered to lie on the table; as follows: 

At the end of subtitle G of title X, add the 
following: 
SEC. 1064. OUTREACH TO HISTORICALLY BLACK 

COLLEGES AND UNIVERSITIES AND 
MINORITY SERVING INSTITUTIONS 
REGARDING DEFENSE INNOVATION 
UNIT PROGRAMS THAT PROMOTE 
ENTREPRENEURSHIP AND INNOVA-
TION AT INSTITUTIONS OF HIGHER 
EDUCATION. 

(a) PILOT PROGRAM.—The Under Secretary 
of Defense for Research and Engineering may 
establish activities, including outreach and 
technical assistance, to better connect his-
torically Black colleges and universities to 
the programs of the Defense Innovation Unit 
and its associated programs. 

(b) BRIEFING.—Not later than one year 
after the date of the enactment of this Act, 
the Secretary of Defense shall brief the con-
gressional defense committees on the results 
of any activities conducted under subsection 
(a), including the results of outreach efforts, 
the success of expanding Defense Innovation 
Unit programs to historically Black colleges 
and universities and minority serving insti-
tutions, the barriers to expansion, and rec-
ommendations for how the Department of 
Defense and the Federal Government can 

support such institutions to successfully par-
ticipate in Defense Innovation Unit pro-
grams. 

SA 4275. Mr. DURBIN (for himself 
and Mr. CASSIDY) submitted an amend-
ment intended to be proposed to 
amendment SA 3867 submitted by Mr. 
REED and intended to be proposed to 
the bill H.R. 4350, to authorize appro-
priations for fiscal year 2022 for mili-
tary activities of the Department of 
Defense, for military construction, and 
for defense activities of the Depart-
ment of Energy, to prescribe military 
personnel strengths for such fiscal 
year, and for other purposes; which was 
ordered to lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. COLLECTION, VERIFICATION, AND DIS-

CLOSURE OF INFORMATION BY ON-
LINE MARKETPLACES TO INFORM 
CONSUMERS. 

(a) COLLECTION AND VERIFICATION OF INFOR-
MATION.— 

(1) COLLECTION.— 
(A) IN GENERAL.—An online marketplace 

shall require any high-volume third party 
seller on such online marketplace’s platform 
to provide, not later than 10 days after quali-
fying as a high-volume third party seller on 
the platform, the following information to 
the online marketplace: 

(i) BANK ACCOUNT.— 
(I) IN GENERAL.—A bank account number, 

or, if such seller does not have a bank ac-
count, the name of the payee for payments 
issued by the online marketplace to such 
seller. 

(II) PROVISION OF INFORMATION.—The bank 
account or payee information required under 
subclause (I) may be provided by the seller in 
the following ways: 

(aa) To the online marketplace. 
(bb) To a payment processor or other third 

party contracted by the online marketplace 
to maintain such information, provided that 
the online marketplace ensures that it can 
obtain such information on demand from 
such payment processor or other third party. 

(ii) CONTACT INFORMATION.—Contact infor-
mation for such seller as follows: 

(I) With respect to a high-volume third 
party seller that is an individual, the indi-
vidual’s name. 

(II) With respect to a high-volume third 
party seller that is not an individual, one of 
the following forms of contact information: 

(aa) A copy of a valid government-issued 
identification for an individual acting on be-
half of such seller that includes the individ-
ual’s name. 

(bb) A copy of a valid government-issued 
record or tax document that includes the 
business name and physical address of such 
seller. 

(iii) TAX ID.—A business tax identification 
number, or, if such seller does not have a 
business tax identification number, a tax-
payer identification number. 

(iv) WORKING EMAIL AND PHONE NUMBER.—A 
current working email address and phone 
number for such seller. 

(B) NOTIFICATION OF CHANGE; ANNUAL CER-
TIFICATION.—An online marketplace shall— 

(i) periodically, but not less than annually, 
notify any high-volume third party seller on 
such online marketplace’s platform of the 
requirement to keep any information col-
lected under subparagraph (A) current; and 

(ii) require any high-volume third party 
seller on such online marketplace’s platform 
to, not later than 10 days after receiving the 
notice under clause (i), electronically certify 
that— 

(I) the seller has provided any changes to 
such information to the online marketplace, 
if any such changes have occurred; 

(II) there have been no changes to such 
seller’s information; or 

(III) such seller has provided any changes 
to such information to the online market-
place. 

(C) SUSPENSION.—In the event that a high- 
volume third party seller does not provide 
the information or certification required 
under this paragraph, the online market-
place shall, after providing the seller with 
written or electronic notice and an oppor-
tunity to provide such information or certifi-
cation not later than 10 days after the 
issuance of such notice, suspend any future 
sales activity of such seller until such seller 
provides such information or certification. 

(2) VERIFICATION.— 
(A) IN GENERAL.—An online marketplace 

shall— 
(i) verify the information collected under 

paragraph (1)(A) not later than 10 days after 
such collection; and 

(ii) verify any change to such information 
not later than 10 days after being notified of 
such change by a high-volume third party 
seller under paragraph (1)(B). 

(B) PRESUMPTION OF VERIFICATION.—In the 
case of a high-volume third party seller that 
provides a copy of a valid government-issued 
tax document, any information contained in 
such document shall be presumed to be 
verified as of the date of issuance of such 
document. 

(3) DATA USE LIMITATION.—Data collected 
solely to comply with the requirements of 
this section may not be used for any other 
purpose unless required by law. 

(4) DATA SECURITY REQUIREMENT.—An on-
line marketplace shall implement and main-
tain reasonable security procedures and 
practices, including administrative, phys-
ical, and technical safeguards, appropriate to 
the nature of the data and the purposes for 
which the data will be used, to protect the 
data collected to comply with the require-
ments of this section from unauthorized use, 
disclosure, access, destruction, or modifica-
tion. 

(b) DISCLOSURE REQUIRED.— 
(1) REQUIREMENT.— 
(A) IN GENERAL.—An online marketplace 

shall— 
(i) require any high-volume third party 

seller with an aggregate total of $20,000 or 
more in annual gross revenues on such on-
line marketplace, and that uses such online 
marketplace’s platform, to provide the infor-
mation described in subparagraph (B) to the 
online marketplace; and 

(ii) disclose the information described in 
subparagraph (B) to consumers in a clear and 
conspicuous manner— 

(I) in the order confirmation message or 
other document or communication made to a 
consumer after a purchase is finalized; and 

(II) in the consumer’s account transaction 
history. 

(B) INFORMATION DESCRIBED.—The informa-
tion described in this subparagraph is the 
following: 

(i) Subject to paragraph (2), the identity of 
the high-volume third party seller, includ-
ing— 

(I) the full name of the seller, which may 
include the seller name or seller’s company 
name, or the name by which the seller or 
company operates on the online market-
place; 

(II) the physical address of the seller; and 
(III) contact information for the seller, to 

allow for the direct, unhindered communica-
tion with high-volume third party sellers by 
users of the online marketplace, including— 

(aa) a current working phone number; 
(bb) a current working email address; or 
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